
Project Goal 
 

The strategic goal of PRECYSE is to define, develop and validate a methodology, an architecture and a set of technologies and 
tools to improve – by design – the security, reliability, and resilience of the information and communication technology (ICT) 
systems that support critical  infrastructures (CIs)  

Project Objectives 
 

The PRECYSE project has a set of specific scientific and technical objectives: 

 Specify a methodology that can be used to identify the assets, associated threats and vulnerabilities of ICT systems that 
support critical infrastructures, in order to improve their level of security 

 Develop a set of tools and technologies for detecting attacks to critical infrastructures and the issuing of countermeasures 

 Define an architecture that improves the overall security and resilience of ICT systems for critical infrastructures 

 Investigate ethical and privacy issues, and legal and policy implications of critical infrastructure security 
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